	Computing Curriculum Milestone 2

	Aspect 
	Key Vocabulary
	Sticky Facts
	Essential Knowledge 

	SMSC Programme


Online Safety Curriculum using the EAware Online Programme.
	Upload 
Permanent 
Permission 
Edit 
Digitally manipulated



	Photos: 
· When a photo is uploaded to the internet it I there forever. 
· You should always ask the persons permission before uploading an image. 
· Some pictures on the internet have been edited. 
	· Use EAware programme to remain safe with online.
· Give examples of the risks posed by online communications.
· Understand the term ‘copyright’.
· Understand that comments made online that are hurtful or offensive are the same as bullying.
· Understand the rules for keeping safe online when sharing ideas. 
· Recognise that all the information online may not be accurate or reliable. 
· Understand the idea of copyright on certain text / images on the internet. 
· Understand the need to keep their passwords private. 
· Understand if they share things online it may be seen by others. 
· Know how to respond if asked for personal information online. 
· Recognise that cyber bullying is not acceptable and know how to report an incident. 


	
	Time 
Internet 
Balance
Healthy 
Lifestyle 
Screen time


	Time Online: 
· Spending too much time on line can have a detrimental effect on your health. 
· It’s important to have a healthy balance in life. 
· It is important to spread time between activities effectively. 

	

	
	Fake 
Pretend 
Links 
Phishing 
Searching 
SPAM


	Things are not always as they seem:
· What we see on line is not always what we think. 
· It is easy for people to lie on line. 
· It is possible to be tricked into doing thing on line. 
	

	
	Bullying 
Cyberbullying 
Consequences 
Citizenship 
Responsible 


	Cyberbullying:
· Cyberbullying is the use of technology to harass, threaten, embarrass, or target another person. 
· There are dangers online and there are several ways to keep safe. 
· There are several consequences to cyber bullying. 
· In school we have an openness to discuss cyberbullying. 
	

	
	Password
Personal 
Strong 
Weak 
Identify theft


	Passwords: 
· We must keep our personal information safe online. 
· Without a strong password, our information online is at risk. 
· A good password should be unique, never written down; 12 character at least; mix with caps lock, symbols or numbers; no personal info; never shared with anyone. 
	

	
	Online 
Real Life
Communicate
Safely 
Personal 
Relationship


	Friends: 
· There is a difference between real friends and online friends. 
· We must stay safe when communicating online and not share personal details. 
	

	Cycle A

	Dungeons and Dragons

Networks:
To Connect















Using Programmes:
To Communicate


	· Digital devices accept inputs and can produce outputs. 
· Suggest differences between using digital devices and using non-digital tools.
· Explain how messages are passed through multiple connections.
· A network switch is needed because they keep traffic between two devices from getting in the way of other devices on the same network
· Switches allow you to control who has access to various parts of the network and you can monitor usage.
· A computer network is made up of a number of devices.
	Connecting Computers
· Use sequence, selection, and repetition in programs; work with variables and various forms of input and output
· Understand computer networks including the internet; how they can provide multiple services, such as the World Wide Web; and the opportunities they offer for communication and collaboration
· Select, use and combine a variety of software (including internet services) on a range of digital devices to design and create a range of programs, systems and content that accomplish given goals, including collecting, analysing, evaluating and presenting data and information.


	
	· An animation flipbook uses images, which progress gradually in position from one page to the next. These images then create the impression of movement when you flick through. 
· Little changes for each frame give the impression of movement. 
· The storyboard is a series of images that map the key events of the story, presented chronologically.
· Onion skinning in animation is an editing technique used to see several frames of an animation simultaneously.
	Creating Media – Stop Go Animation 
· Select, use and combine a variety of software (including internet services) on a range of digital devices to design and create a range of programs, systems and content that accomplish given goals, including collecting, analysing, evaluating and presenting data and information
· Use technology safely, respectfully and responsibly; recognise acceptable/unacceptable behaviour; identify a range of ways to report concerns about content and contact.

	A Street in Our Time

Programming:
To Code


	· Commands in Scratch are represented as blocks.
· A sprite is an image that can be programmed. 
· The stage is the background and a back drop is an image that can be shown in the stage area. 
· An algorithm is a sequence of step-by-step instructions to solve a problem.
· Algorithms can be written in code, or be a sequence of blocks
	Programming – Sequencing Sounds
· Design, write, and debug programs that accomplish specific goals, including controlling or simulating physical systems; solve problems by decomposing them into smaller parts
· Use sequence, selection, and repetition in programs; work with variables and various forms of input and output
· Use logical reasoning to explain how some simple algorithms work, and to detect and correct errors in algorithms and programs
· Select, use and combine a variety of software (including internet services) on a range of digital devices to design and create a range of programs, systems and content that accomplish given goals, including collecting, analysing, evaluating and presenting data and information.

	Data Handling:
To Collect



	· A branching database is a way of classifying a group of objects – also called a binary tree. 
· To separate objects, create questions based on certain attributes that require a yes / no answer. 
· Questions need to be ordered carefully in order to get similar sized groups. 
	Branching Databases
· Select, use and combine a variety of software (including internet services) on a range of digital devices to design and create a range of programs, systems and content that accomplish given goals, including collecting, analysing, evaluating and presenting data and information
· Use technology safely, respectfully and responsibly

	Gods and Mortals

Using Programmes:
To Communicate











Programming:
To Code



	· Simple text can be changed quickly by an administrator. Images, on the other hand, need to be designed, created, and uploaded before being used.
· Text and images can communicate messages clearly.
· You can change font style, size, and colours for a given purpose and then edit text. 
· MS Word offers two page orientation options: landscape and portrait.
· Fields in Microsoft Word are used as placeholders for data that might change in a document. 
· You can copy (Ctrl-C) and paste (Ctrl-V) images and text on a word document. 
	Creating Media – Desktop Publishing
· Use search technologies effectively, appreciate how results are selected and ranked, and be discerning in evaluating digital content
· Select, use, and combine a variety of software (including internet services) on a range of digital devices to design and create a range of programs, systems, and content that accomplish given goals, including collecting, analysing, evaluating, and presenting data and information. 

	
	· An action is the result from the execution of a function whereas an event can occur spontaneously. 
· To make a sprite move, go to “MOTION” and select “go to x and y” and change the co-ordinates. 
· For movement, you can choose keys on the keyboard. 

	Programming: Events and Actions in Programmes
· Design, write and debug programs that accomplish specific goals, including controlling or simulating physical systems; solve problems by decomposing them into smaller parts
· Use sequence, selection, and repetition in programs; work with variables and various forms of input and output
· Use logical reasoning to explain how some simple algorithms work and to detect and correct errors in algorithms and programs
· Select, use and combine a variety of software (including internet services) on a range of digital devices to design and create a range of programs, systems and content that accomplish given goals, including collecting, analysing, evaluating and presenting data and information

	Cycle B

	It All Started in a Cave

Networks:
Communicate













Using Programmes:
Communicate

	· The internet is a network of networks
· A computer network uses cables, wireless signals, or fibre optics to enable devices to communicate and share resources. 
· Network security is important because it keeps sensitive data safe from cyber-attacks and ensures the network is usable and trustworthy.
· The World Wide Web contains websites and web pages
· Servers are computers that store webpages, sites, or apps.
· The internet can be used to create content online. 
· Web media is a form of communication that uses audio, text, and visuals on the web.
· Some information on line may not be honest
	The Internet
· Understand computer networks including the internet; how they can provide multiple services, such as the World Wide Web, and the opportunities they offer for communication and collaboration
· Use search technologies effectively, appreciate how results are selected and ranked, and be discerning in evaluating digital content
· Select, use, and combine a variety of software (including internet services) on a range of digital devices to design and create a range of programs, systems, and content that accomplish given goals, including collecting, analysing, evaluating, and presenting data and information
· Use technology safely, respectfully, and responsibly; recognise acceptable/unacceptable behaviour; identify a range of ways to report concerns about content and contact.

	
	· An input device (microphone) and output devices (speaker or headphones) are required to work with sound digitally. 
· You can edit sound recordings by trimming the sound wave. 
· A podcast is a digital medium consisting of audio (or video) episodes that relate to a specific theme.
· Audacity is a free digital audio editor and recording application software. 
· You can export you audio recordings to different devices. 
	Creating Media – Audio Production
· Use search technologies effectively, appreciate how results are selected and ranked, and be discerning in evaluating digital content
· Select, use, and combine a variety of software (including internet services) on a range of digital devices to design and create a range of programs, systems, and content that accomplish given goals, including collecting, analysing, evaluating, and presenting data and information
· Use technology safely, respectfully, and responsibly; recognise acceptable/unacceptable behaviour; identify a range of ways to report concerns about content and contact

	Great Adventures

Programming:
To Code











Data Handling:
To Collect

	· A code snippet is a reusable block of code.
· Explain the effect of changing a value of a command.
· In coding, you can use repetition such as a count controlled loop (A command that repeatedly runs a defined section of code a predefined number of times). 
· Debugging is the process of finding and fixing errors or “bugs” in the source code of any algorithm. 
	Programming: Repetition in Shapes
· Design, write and debug programs that accomplish specific goals, including controlling or simulating physical systems; solve problems by decomposing them into smaller parts
· Use sequence, selection, and repetition in programs; work with variables and various forms of input and output
· Use logical reasoning to explain how some simple algorithms work and to detect and correct errors in algorithms and programs
· Select, use and combine a variety of software (including internet services) on a range of digital devices to design and create a range of programs, systems and content that accomplish given goals, including collecting, analysing, evaluating and presenting data and information. 

	
	· Certain data sets can answer a given question. 
· A digital device can use a sensor to collect data. 
· Data can be viewed in different ways – such as charts and graphs. 
· A data logger is an electronic device that records data over time or about location either with a built-in instrument or sensor. 
	Data Logging
· Use sequence, selection, and repetition in programs; work with variables and various forms of input and output
· Select, use, and combine a variety of software (including internet services) on a range of digital devices to design and create a range of programs, systems, and content that accomplish given goals, including collecting, analysing, evaluating, and presenting data and information. 

	They Came, They Saw, They Conquered

Using Programmes:
Communicate




Programming:
To Code

	· Photo editing software can edit / improve an image. 
· Images can be rotated. 
· Cropping is the process of removing a piece of an image in order to improve it. 
· In digital image processing the clone tool is used to copy one part of an image over another part.
	Creating Media: Photo Editing 
· Select, use, and combine a variety of software (including internet services) on a range of digital devices to design and create a range of programs, systems, and content that accomplish given goals, including collecting, analysing, evaluating, and presenting data and information 
· Use technology safely, respectfully, and responsibly; recognise acceptable/unacceptable behaviour; identify a range of ways to report concerns about content and contact. 

	
	· An infinite loop is a command that repeatedly runs a defined section of code indefinitely. 
· Different parts of a loop can be changed. 
· You can re-use code snippet for different sprites. 
	Programming: Repetition in Games
· Design, write, and debug programs that accomplish specific goals, including controlling or simulating physical systems; solve problems by decomposing them into smaller parts
· Use sequence, selection, and repetition in programs; work with variables and various forms of input and output
· Use logical reasoning to explain how some simple algorithms work, and to detect and correct errors in algorithms and programs
· Select, use and combine a variety of software (including internet services) on a range of digital devices to design and create a range of programs, systems and content that accomplish given goals, including collecting, analysing, evaluating and presenting data and information. 

	Key Stage 2 Computing Glossary

	To Code
	To Communicate
	To Collect
	To Connect

	Variable:
A named piece of data stored in a computer’s memory, which can be accessed and changed by a computer program.

Subroutine:
A named sequence of commands designed to perform a specific task.

Selection:
Part of a program where if a condition is met, then a set of commands is run.

Run (Exceute):
To action the commands in a program.

Repetition: 
Part of a program where one or more commands are run multiple times in a loop.

Procedure:
A named set of commands that can be called multiple times throughout a program. This type of subroutine does not return a value.

Loop:
Commands that repeatedly run a defined section of code.

Debugging:
The process of finding and correcting errors in a program.








	Software:
The programs used to control computers and perform specific tasks.

Output Device:
A piece of hardware that is controlled by outputs from a computer.

Input Device:
A piece of hardware used to control, or send data to, a computer.

Hardware:
The physical parts of a computer system.

Digital Device: 
The physical parts of a computer system.

Computer System:
A combination of hardware and software that can have data input to it, which it then processes and outputs. It can be programmed to perform a variety of tasks.
	Template:
A pre-built database table formatted with categories. 

Table:
The main function of a table in a database is to organize and store data. Tables are arranged in rows and columns,

Report:
Shows data for printing, display, or interaction and is selected from one or more tables.

Query:
A process for pulling data from tables for informational or reporting purposes.

Field:
The location for a piece of data or information.

Data Set:
A collection of related data.

Data:
A letter, word, number etc. that has been collected for a purpose, but stored without context.
· 
· 



	World Wide Web:
A service provided via the internet that allows access to web pages and other shared files.

WAP (Wireless Access Point):
A network device that allows wireless computing devices to connect to a wired network

WiFi:
A technology that allows devices to wirelessly access a network and transfer data.

Website:
A collection of interlinked web pages, stored under a single domain.

Web Page:
A HTML document viewed using a web browser.

Web browser:
A program used to view, navigate, and interact with web pages.

URL (Uniform Resource Locator):
The address of a file on the internet.

Network Switch:
A device that manages the flow of data packets within a computer network.

Server:
A networked computer that manages, stores, and provides data such as files to other computers.

Router:
A device that manages the flow of data between computer networks.

Hyperlink:
Text or media that when clicked, takes the user to another specified location (URL).

HTML (Hyper Text Mark up language):
A standardised language used to define the structure of web pages.

Computer Network:
A group of interconnected computing devices.



Thingsarenotalwayswhattheyseem_LessonPlan.pdf
THINGS AREN’T ALWAYS WHAT

LESSON PLANS e

Years 3 &4

Learning Objectives

Understand that what we see online is not always what we think it is

Understand that it is easy for people to lie online
Understand that it is possible to be tricked into doing things online

Resources Success Criteria Key Vocabulary
e Learning pathway Videos — e | Understand that not everything e Fake
Phishing and Things aren’t online is as it seems e Pretend
always what they seem e | understand that it is much e Links
e Display or printed copies of easier for people to lie online e Phishing
Tags’ email (Resource 1) e Searching
e Copies of Worksheet 1 e SPAM

Main Lesson Sequence (40-60 minutes)

e Watch the video, ‘Things are not always what they seem’ and the video ‘Phishing’. Discuss why we need to
make sure we remain safe on the internet. Why do the children think it is easier for people to lie on the
internet? Remind the children about the lesson we did on photographs and how they can be easily altered —
this is a way of lying online and making things seem to be something they are not.

e Display on a whiteboard or hand out printed copies of the email that Tag has received telling him he has won
a prize. Discuss what the children think it is and what they think he should do.

e Explain that these types of emails are called SPAM and they are very common. Criminals and spammers use
them to try to take personal information, to advertise things or to spread computer viruses.

e Using Worksheet 1, discuss with the children the warning signs they should be looking out for in emails to
identify if they are SPAM or Phishing.

e Discuss with the children the rules that people should follow to keep themselves safe from SPAM and phishing
emails. Try to encourage them to think of some of their own, but if they are finding this difficult then provide
them with some ideas — Don’t click on any links if you are unsure what they are, don’t open any emails if you
are unsure what they are, don’t respond to the email, don’t open any attachments, don’t make any purchases
through the email, mark the email as ‘junk’ or ‘spam’, speak to an adult if you are concerned or unsure.

Extension Activity

e Allow the class to access the game on the Thinkuknow website
https://www.thinkuknow.co.uk/8 10/control/Spam-Swatter/




https://www.thinkuknow.co.uk/8_10/control/Spam-Swatter/
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CYBERBULLYING
Years 3 &4

LESSON PLANS

Learning Objectives

Identify the meaning of the word ‘cyberbullying’

Identify the online dangers and understand ways we can stay safe online

Identify cyberbullying and understand its’ consequences

Promote active and open discussions to promote an openness to talk about cyberbullying

Resources Success Criteria Key Vocabulary
e Learning pathway videos e | can explain what cyberbullying is e Bullying
e Hula hoops (2 per group) e | know what to do if myself or e Cyberbullying
e Printed cards Resource 1 (1 set someone | know is being bullied e Consequences
per group) online e Citizenship
e | know how to behave responsibly e Responsible
online

Main Lesson Sequence (20-30 minutes discussion/circle time)

e Watch the learning pathway video ‘Cyberbullying’

e Split a whiteboard in half and ask the children to think of the positives and negatives that can arise when using
the internet. Positives might include playing games, shopping online, finding information etc. Negatives might
include spending too much time online, being unkind to people, getting scammed etc.

e Draw the childrens’ attention to ‘being unkind to people online’ —if they do not know already, tell them that
this is often referred to as cyberbullying. Ask them to think of some ways that people can be unkind to others
online. Answers could include things like saying nasty things in messages, making mean comments about a
photo, hacking into an account and pretending to be that person etc.

e Ask the children to think about the terms ‘bullying’ and ‘cyberbullying’. Are they the same thing? Divide the
children into groups, give each group 2 hula hoops which can be lay on the floor to create a Venn diagram.
Label one side ‘Bullying’, one side ‘Cyberbullying’ and the centre section ‘Both’. Give each group a set of
printed cards from Resource 1 and ask them to sort the cards into the correct sections. Discuss as a group to
ensure they all recognise the similarities and differences.

e Ask the children what they think are the consequences of cyberbullying. Are the consequences any different
for bullying?

e Explain to the children how important it is to be open about what you do online. Remind them that if they are
ever upset or unsure about anything online then they should speak to a trusted adult. Similarly, if anyone they
know is being cyberbullied, or being upset by something online then they should also speak to a trusted adult.
Encourage them not to respond to nasty messages, to save any messages they have received and block the
person who is sending them.

Extension Activities

e Read the scenarios on Worksheet 1. Discuss them and answer the questions.
e Remind the children what to do if they or someone then know is being cyberbullied. Use worksheet 2 to
create a poster to help teach other people about what to do.
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Passwords_LessonPlan.pdf
PASSWORDS
Years 3 & 4

LESSON PLANS

Learning Objectives

Identify the steps that can be taken to keep personal information secure

Understand what makes a good or a bad password
Recognise what could happen if someone else found out our password

Resources Success Criteria Key Vocabulary
e Learning pathway Video e | can explain why we need e Password
e Printed copies of Worksheets 1 passwords e Personal
and 2 e | can create a good password by e Strong/Weak
e Printed sets of sorting activity following the rules e Identity theft
(Resource 1) e | can teach others about the

importance of password safety

Main Lesson Sequence (60 minutes)

e Watch ‘Passwords’ video. Discuss with the children the rules for creating a strong password. They may
remember some of these from the Year 1/2 lesson — Use letters, numbers and symbols, don’t use your real
name, don’t use obvious words like password or numbers like 12345678, try to make it longer than 8
characters, ask an adult for help, don’t tell anybody your password.

e Hand out Worksheet 1 and explain that we have created 4 possible password examples for Tag to use.
Children to look at them carefully and then complete the grid by ticking the boxes which apply to each
password. Remind them that we should only use the password if it checks all the boxes.

e Hand out worksheet 2 and read the different scenarios together. Explain that the children need to write a
short sentence to say if the passwords are safe or not and why they think this. Remind them to think about
the rules of creating a strong password.

e Next, explain that as we get older there are more reasons for us to have passwords. Can the children think of
any? — bank accounts, social media, email, own computers, work accounts etc. Explain that it becomes even
more important for us to keep our passwords safe as they are protecting very important information.

e Insmall groups children to complete the sorting activity. Give each group the three sentence starters and a set
of the sentence enders (Resource 1). Ask them to sort the sentence enders into three groups so that they
make sense. For example ‘If someone has my password they could...” ‘... access my online accounts!’

Extension Activity

o Allow the class to complete Worksheet 3 — Create a poster to explain the 4 Do’s and 4 Don’ts of password
safety (See teacher guidance)

e Allow the children to access the following websites to experiment with creating strong passwords:
The Password meter - http://www.passwordmeter.com/
DinoPass - http://www.dinopass.com/




http://www.passwordmeter.com/

http://www.dinopass.com/
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FRIENDS
Years 3 & 4

LESSON PLANS

Learning Objectives

Understand the difference between real-life friends and online only friends
Understand what sort of information we should share with online only friends
Understand how to keep ourselves safe when communicating online

Resources Success Criteria Key Vocabulary
e Printed discussion cards e | know the difference between e Online
(Resource 1) my real life friends and my e Real life
e Chatting online checklist online friends e Communicate
(Worksheet 1) e | know how to keep myself safe e Safely
when communicating online e Personal

e Relationship

Main Lesson Sequence (40-60 minutes)

e Remind the children about the lesson covered in year 1 and 2 about friend online. Can the children remember
what is meant by the term ‘community’ and do they know who is part of their online community?

e Askthe children if they ever chat online? What kind of platforms do they use? Assure them that this is ok if
the sites are appropriate for their age and if an adult knows that what they are doing. Explain that sometimes
people communicate online with people who they may never have met in real life. People believe that they
have formed ‘friendships’ or ‘relationships’ with these people but it is very important for us to remember that
we do not know these people as well as we do our real-life friends.

e Use the discussion cards to encourage pair/group discussions or to discuss as a whole class. Encourage the
children to share their own experiences and encourage an element of debate.

e Remind the children what is meant by ‘private and personal information’. Can they think of any examples?
Write them on the whiteboard. They should remember things like name, age, date of birth, address, phone
number, email, school name, passwords etc. Ask the children should they share this information with an
online friend? If any say yes, be sure to spend some time stressing the importance of how we DO NOT share
this information online!

e Give out the ‘Chatting online checklist’ (Worksheet 1). Explain that to make sure we are ready to chat safely
online we need to ensure we follow the rules on the sheet. Spend some time reading through each one and
ensure the children only tick each rule if they fully understand. Assure them it is okay to not feel ready to chat
online, they just need to make sure they wait until they are ready.

Extension Activities (Optional)

e Use the scenario cards (Resource 2) to act out real life scenarios in small groups. The rest of the class
should guess what is happening and then offer advice.

e Cut out and decorate the mask template (Resource 3) to demonstrate how we should protect our
offline identity.
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PHOTOS
Years 3 &4

e LESSON PLANS

Learning Objectives

Understand that when a photo is uploaded to the internet, it is there forever

Understand that you should ask a persons’ permission before uploading a picture of them
Recognise that sometimes pictures on the internet have been edited

Resources Success Criteria Key Vocabulary
e Learning pathway Video e | Understand that anything | e Upload
e Printed copies of Worksheet 1 upload to the internet is there e Permanent
e Displayed or printed copies of forever e Permission
rainbow lemon (Resource 1) e | understand that | should ask e Edit
e Displayed or printed copies of for permission when uploading a e Digitally manipulated
photos (Resource 2) photo

Main Lesson Sequence (40-60 minutes)

e Watch ‘Photos’ video. Ask the children if they have ever uploaded a photo of themselves to the internet?
Where did they upload it to? Has anyone they know ever uploaded a picture of them to the internet? How did
they feel about this?

e Remind the children of the message from the video — you should only upload a photo if you have the persons’
permission. Remind them that whatever you upload to the internet will be there forever and all sorts of
people will be able to view it. Explain that your photo can also be traced to the exact location, even if you
have not tagged them.

e Ask children to complete Worksheet 1 — What should | do if there’s a photo of me online which | don’t want to
be there? Children to sort the points into the two columns. These can be cut and stuck on or handwritten.

e Display on a whiteboard, or hand out colour copies of the picture of the rainbow lemon (Resource 1). Ask the
children what they think they are looking at. Explain that this is a photograph that has been uploaded to the
internet. Under the picture was the caption ‘This is what happens when you put food colouring in a lemon.’
Ask the children what they think of the photo? Do they think it’s real? Explain that this is not real, this photo
has been digitally manipulated using a computer programme.

e Explain that in todays’ society, many photos get altered — particularly in advertising. Display or hand out the
digitally altered photos. Ask the children to identify what has been changed. What do they think about this?
Why do they think advertising companies might do this? You could hold a class discussion about what they
think “perfect” looks like and what makes the “perfect” image. Ultimately guide their thinking towards
understanding that these images are not perfect and people should be comfortable in their own skin.

Extension Activity

e Allow the class to complete Worksheet 2 — Look at the photos and answer the questions.
e |f you have access to mobile devices you might want to consider using some free photo editing apps to
demonstrate how easy it is to digitally alter a photograph.
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TIME ONLINE

LESSON PLANS

Years 3 &4

Learning Objectives

Understand how spending too much time online can be detrimental to your health
Understand that it’s important to have a healthy balance in life
Understand how to spread our time between activities effectively

Resources Success Criteria Key Vocabulary
e Learning pathway video e | know how spending too much e Time
e Printed copies of Worksheet 1 time online can affect my health e Internet
e Displayed or printed copies of e | understand the health benefits e Balance
Resource 1 of a balanced lifestyle e Healthy
e | am starting to understand how o Lifestyle
to plan my time effectively. e Screen time

Main Lesson Sequence (40-60 minutes)

e Watch the video ‘Time online’ and remind the children of the lesson they may have completed in year 1/2
about the amount of time we spend in front of a screen.

e Ask the children if they understand what is meant by the term ‘balanced lifestyle’. They may have heard the
term ‘balanced diet’ before — discuss the similarities. Explain that technology and ‘screen time’ is now an
important part of our lives and it is not going to go away. Explain that the amount of ‘screen time’ we have
each day has increased rapidly over the past 20 years — Why do they think this is? In small groups, ask the
children to think of what might happen to a person who has too much screen time. Discuss their answers.
Guide their thinking towards — lack of exercise, lack of fresh air, lack of human interaction, lack of personal
skills, low energy levels, tired and trouble sleeping.

e Distribute Worksheet 1 and ask the children to draw pictures to illustrate what a healthy lifestyle might look
like. They should include some ‘screen time’ activities on the left and other activities on the right.

e Display a copy of Resource 1 on a whiteboard. Explain that this is a time table of a day in the life of Tag the
mouse. Talk about what activities he does at each time, how long they last and is there any screen time
involved?

e Tell them that most countries recommend we try to spend no more than 2 hours in front of a screen each day.
This includes television, computers, games consoles, mobile phones, tablets etc. With this in mind, what
advice would they give to Tag to ensure he has a more balanced lifestyle.

Extension Activities

e Distribute Worksheet 2 and allow the children time to fill out their own timetable for a day. Are they
surprised at the amount of time they spend in front of a screen? What would they change about their
lifestyle?
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